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Kevin Swallow

4905 N. Glenwood #34
Chicago, IL 50640

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the squivalent of the government requiring ail
new haomes he built with a peaphole for law enforcement to laok through.

I am very concerned that this requirement represents an end-run around
Congress. tawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone <ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisliative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have nat been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department cof
Justice that our new Internet cammunication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter

Sincerely,

Kevin Swallow
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Charles Schwing

1425 Rabertson Way
Sacramento, A 385818

March 18, 2004

FCC chairman Michael Powell
Federal Communications Caommission
449 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes he huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement rapresents an end-run around
{ongress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring z master key to our personal communicatians, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department af
Juystice that our new Internet communication technologies should have built—-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Charles Schwing
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Deborah Montesano

1713 W. Bentrup Ct
Chandler, AZ 85224

March 18, 2004

FCC Chaijrman Michael Powell
Federal Communications Commissicn
445 12th Street SW

Washington, DC 20554
FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communicatian services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies teo allow
the FBI to conduct surveillance. The FBI is going far bheyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Jook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process tao alter that careful balance.

I understand that by requiring a master ksy to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents ta access ogur personal communications. Past
efforts to provide this sart aof bhackdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I look farward te hearing your thoughts on this matter.

Sincerely,

Deborah Montesanco
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Grace Tohnstone

54 School Circle
East Hardwick, WT 05836

March 18, 2004

FCC Chairman Michael Powell
Federai Communications Cammission
445 12th Straet SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Cepartment of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access. :

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdraonping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for Taw enforcement to look thraugh.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberatiaons, set up boundaries for how
the FBI can collect information between sourc<es like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential fcr hackers and thieves or
even rogue qovernment agents to access our personal communications, Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to coppose the dangerous suguesticn of the Department cof
Justice that our new Internet commuricaticn technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Grace Jochnstone
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Michael Mazur

314 Someriane Pl
Avondale Estates, ¢A 30002

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department cof Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this regquirement is necesssry. Llongstanding Yaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
govarnment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatian between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gaovernment is creating the very real potential for hackers and thieves cr
even rogue government agents ta access our personal communications. Past
efforts to provide this sort af backdoor access have not heen successful and
anly created a rich oppaortunity for hackers.

Once again, 1 urge you to oppose the dangerous suyggestion of the Department of
Justice that our new Internet communication technalogies shauld have built—in
wiretapping.

I Took forward to hearing your thoughts an this matter.

Sincerely,

Michael T Mazur
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Andrea Frankel

11864 Deer Park Drive
Nevada City, California 95939

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concernsd individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requirine all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. itawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betweer sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process te aiter that careful balance.

I understand that by reguiring a master key to our personal communicatiaons, the
government is creating the very real potential for hackers and thieves or
even rogqgue qeovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have nat heen successful and
only created a rich cpportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technalogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Andrea K. Frankel
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Jeaneane Williams

925-707 New Garden Rd
Greenshaoro, NC 27410

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not belisgve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the covernment requiring all
new homes be built with a peephole for law enforcement to icok through.

I am very <oncerned that this reguirement represents an end-run around
Congress. tawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between saurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading cf the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gaovernment agents to access our persenal <communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet <communication technologies should have bhuilt—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Teaneane Willijams
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Yicki Hayes

5837 21st Ave NE
Seattle, WA 398115

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my coppssition to the
Department of Justice s request that all new Internet communication services be
required to have buiit-in wiretapping access.

I do nat believe this requirement is necessary. Llongstanding Yaws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring ail
new homes he bhuilt with a peephole for law enforcement to lcok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone companies and data
sources Yike e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Yicki Hayes
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Jesse lesko

83931 Highland Rd
Pittsburgh, pPa 15237

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

fs a cancerned individual, I am writing tc express my opposition to the
Department of Tustice s request that all new Internet communication services hbe
required to have built—in wiretapping access.

1 do not beliave this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to ferce the industry to actually build its systems aroung
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers. after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our persconal communications. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity far hackers.,

Once again, I urge vau to oppose the dangerous suggestion of the Department of
Justice that our new Internet camminication technolagies should have built—in
wiretapping.

T look forward to hearing your thoughts on this matter.

Sincerely,

Jesse lLesko
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Karron Haines

779 Riverside Drive, Apt. BSS
New York, NY 10032

March 19, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FRI to conduct surveillance. The FBI is gning Far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the government requiring all
new homes he built with a peephole for law enforcement to leok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween saurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legjslative process to alter that careful balance.

<1 understand that by regquiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunications. Past
efforts to pravide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urqge you to oppose the dangerous suggestison of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Karron Haines
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Benjamin Cleveland

45148 N. Ashland Ave., Unit 2§
Chicago, IL 60640

March 18, 2004

FCC Chaijrman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20954

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required ta have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies te allow
the FBI to conduct surveillance. The FBI is going far beyand these ewisting
powers by trying to force the industry to actuzily build its systems around
government eavesdropping. It is the eguivalent of the goverrnment reguiring all
new homes be built with a peephole for Taw enforcement to lTook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance,

I understand that by requiring a master key to oaur personal communicaticns, the
government is creating the very real potential for hackers and thieves or
even rogue goverpment agents  to access our personal communications. past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sugeestion of the Department of
Justice that our new Internet communicatian technologies should have built—in
wiretapping,

I look forward to hearing your thoughts on this matter.

Sincerely,

Benjamin Cleveland
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Hancy {arry

1219 N 63 Terr
Kansas City, KS B6102

~

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone compantes to allow
the FBI to conduct syrveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. It is the eguivalent of the gavernmant requiring all
new homes he huilt with a peephole for law enfarcement to look through.

T am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a mastar key tc our personal communications, the
government 15 creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestian of the Department of
Justice that our new Internet <ommunication technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Nancy E. Carry
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Faul Hodges

117 Leland Lane
Mount Airy, NC 27030

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is nhecessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far hevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

T am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phore comparies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key tc our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
Even rogue gaovernhment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communicatiaon technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Paul Hodges
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Petar Deveay

3734 E8th Ave.
Pinelias Park, Florida 33781

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20594

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access,.

I do not believe this reguirement is necessary. Longstanding laws already
require Interrnet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring atl
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reqguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI ¢an collect information between sources Yike phone campanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative preoccess to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts toc provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internst communication technologies should have buiit-in
wiretapping.

I look forward to hearing your thoughts orn this matter.

Sincerely,

Peter Deveau
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Don and Dorles Musselman

E735 - A 31st Way So.
St. Petersburg, F1 33712

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Si

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement 15 necessary. Laongstanding laws already
require Internet Service Providers and Tnternet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these ewxisting
pawers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government reguiring ail
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail, The FBI s aggressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key tec our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that sur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearinag your thoughts en this matter.

Sincerely,

Donald &. and Dorles J. Husselman
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Dehorah Grabien

2885 Golden Gate Avenue
San Francisco, €A 94118

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Praviders and Internet telephone companies to allew
the FBI to conduct surveillance. The FBI is going far heyand these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with & peephole for law enforcement to look through.

T am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
wauld bypass the legisiative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort aof bhackdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestiaon of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Deborah Grabien
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Andrea Parriott

7760 Margerum Ave HZ21
San Diego, CA 92120

March 18, 2004

FCC Chairman Michas]l Powel]
Federal Communicaticns Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reqguest that all new Internet communication services be
required to have huilt—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. It is the equivalent of the gaovernment reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect infermation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
evan rogue government agents to access our nersanal communicatiaons. past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet cammunication technologies should have huilt-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Andrea M. Parriott
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Lisa Morgan

159 Chautaugua Avenue
Portsmouth, VA 23707

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my oppasitien to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praoviders and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
governmaent eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Lisa Z. Morgan



wed 24 Har 2004 03:43:20 PM EST P. 1
Bruce Allen

Box 124
Brewster, MA 02637

March 18, 2004

FCC Chairman Michae] Powsl)
Federal Communications Commission
445 12th Street SW

Washington, DC 205954

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services bhe
required to have built—in wiretapping access.

I do nat believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to ailow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to farce the industry to actually build its systems argund
government eavesdropping. It is the eguivalent of the government requiring atll
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informaktion between sources like phone companies and data
sources 1ike e-mail. The FBIs aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balancs.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or even
rogue government agents to access cur versonal communications. Past efforts
to provide this sort of backdoor access have not been successful and only
created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretanping.

I Took forward to hearing your thoughts on this matter,

Sincerely,

Bruce allen
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Nathan Hogue

356 Gardentia Rd
Venice, Florida 34293

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

A4s a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internst telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hbetween sources }ike phopne companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key tc our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents ta access our personal communications, Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestjon of the Department of
TJystice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Nathan Hogue
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ROBERT S WEISS

407 ELTON COURT EAST
ST JAMES, HNEW YORK 11780

March 18, 2004

FCC Chairman Michael Powe]l
Federa] Communications Commission
445 12th Street SW

Washingtan, BC 20554

FCC Chairman Powell:

A4s a concerned jndividual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveiilance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephcle for Taw enforcement to Took through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that gur new Internet communication technolagies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

ROBERT S.WEISS
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Matthew Marotta
7 leighton st.
pepperell, ma 014863

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chalrman Powell:

As a concerned jndividual, I am writing to express my oppcosition to the
Department of Justice s request that all new Internet communication services he
required to have buiit-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with a peephaie for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run araound
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our perscnal <ommunications, the
government is <reating the very real potential for hackers and thieves ar
even rogue government agents to access cur personal communications. Past
efforts to provide this sort of backdnar access have not been successful and
ohly created a rich opportunity for hackers.

Once again, I urge you tc oppose the dangerous suggestion of the Department of
Tustice that our new Internet cammunication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Matthew Marotta
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David Mclaughlin

41684 172 Cahuenga Blvd,
North Hollywood, California 91602

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication seryices be
required to have built—in wiretapping access.

I da not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the squivalent af the government requiving all
new homes be built with a peephole for law enfaorcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phong companies and data
sources 1ike e-mail. The FBI s agdgressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personz] communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not been successfuyl and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

David M. Mclaughlin



wed 24 Mar 2004 0_3:43‘.20 PM EST P. &
David Lehnherr

3320 Racguet Drive
Bi1lings, MT 59102

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required teo have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveilliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually buiid its systems araund
government eavesdropping. It is the eguivalent of the government requiring all
new hames be built with a peephaole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-majl. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our perschal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access cur persoral communications, Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department .of
Justice that our new Internet communication technologies should have built-in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

David Lehnherr
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Robert Mcfall

816 Lexington Ave
Indianapolis, IN 46203

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatians Commission
445 12th Street SW

Wachington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyand these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, seft up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jegislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatiaons. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet c¢ommunication technoclogies should have built—in
wiretapping.

I Yoak farward to hearing your thoughts on this matter.

Sincerely,

Robert S. McFali



